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Abstract: This pCR evaluates how to apply the PDU-set QoS information to the DSCP markings of the XRM traffic that would be transported over the N3 & N9 wire. The evaluation results reflect some concerns upon using PSI (PDU Set Importance) to map the DSCP marking for the effective handling of XRM PDUs on the N3/N9 wires.
1	Discussion
[bookmark: _Hlk85614707]This paper provides evaluation and conclusion of KI#3: Leverage PDU Set QoS information for DSCP marking over N3/N9 in the transport network.
2	Proposal
[bookmark: _Hlk513714389]It is proposed to include the below changes into TR 23.700-70.


FIRST CHANGE (all new text)
7.x		Evaluation of KI#3
The key issue proposes to study whether, how, and what PDU Set QoS information can be used for DSCP marking on the outer header of downlink packets of the PDU Set over N3/N9 in the transport network
There are two solutions proposed to address the KI, namely solutions #13 and #27.
The sol#13 recommends mainly to use the PDU Set Importance value (e.g., PSI) to derive the transport-level DSCP marking of the outer (IP) headers of XRM packets that would be later put on the N3/N9 wire. It also includes special DSCP-mapping logics to handle the PDUs carrying End of Data Burst (EDB) indications. The solution suggests the mapping be done in either SMF or UPF. If the KI#2 (e.g., end-to-end encrypted XRM streams) could be well handled such that the PSI values of PDU sets would be correctly extracted from the received XRM traffic, then the deterministic nature of PSIs will make the DSCP mapping predictable.
The sol#27 raises a generic term, i.e., the DSCP assistance information, that would be used to guide the mapping of DSCP bits in outer IP headers of identified PDUs (of PDU sets). This solution bears more common considerations, for which the PSIs of PDU-sets, or the (non-standard) priority of a QUIC session, might be used for DSCP mappings. Compared to the sol#13, this solution suggests the mapping logic be determined at SMF and the real mapping be done at UPF.
As of now, the following interim conclusions have been proposed:
· SMF derives the Transport Level Marking for DL packets (N3/N9 interface) based on PDU Set Importance value(s) for a given PDU Set and sends to UPF via FAR. The FAR includes a Transport Level Marking List that contains a list of PDU Set Importance values, each of which is associated with a DSCP marking
· UPF may also derive the DSCP for DL packets based on PDU Set Importance value(s) for a given PDU Set and/or for the whole QoS Flow, based on UPF's priority determination. UPF may assign different DSCP marking values per PDU Set within the same AF class of the DSCP value signalled by the SMF for the QoS flow, based on UPF's priority determination. 
· After determining the PDU Set-level information of a downlink PDU arriving on N6, the UPF encapsulates the downlink PDU with a GTP-U header as indicated in the FAR and includes the PDU Set-level information (if available) in the GTP-U header. The UPF then forwards the GTP-U packet on the N3/N9 reference point and includes the DSCP marking in the transport level header that corresponds to the derived PDU Set Importance value, as indicated in the Transport Level Marking List in the FAR. 
However, the following concerns need to be addressed for the feasibility of conclusions:
1) Challenging to achieve consistent DSCP mapping 
· There is currently no warranty of the coordinated PSI (PDU Set Importance) settings across XRM streams and/or XRM services (APPs). Both solutions propose to apply PSIs to mapping DSCPs. XRM PDUs with differentiated DSCP markings will be later put on the N3/N9 wires that are shared by all XRM traffic. The sharing is among different XRM services (or APPs) with varied App-level requirements. The lack of coordinated DSCP markings from PSIs indicates that the same PSI value might result in different DSCP marking, which will lead to un-intended treatment of XRM PDUs later at N3/N9 wires.

2) Incorrect NOTE in the interim conclusion:
· There is a NOTE in the proposed interim conclusion. It states

NOTE:    It is recommended that DSCP markings only be used to vary the drop precedence between PDUs. If the Class Selector Codepoint of the DSCP markings varies within a QoS Flow, the packets of the QoS Flow can be reordered by the transport network. 

This NOTE is not exactly right since the congestion-handling mechanism (e.g., queueing, policing, etc.) along the N3/N9 path(s) (i.e., transport networks in CSPs) might depend on both CS (class-selector) and DP (drop precedence). Thus, the possible reordering could subject to both CS and DP. 

3) Unintended handling of mapped DSCP markings at N3/N9 wires 
· This KI handles the setting of DSCP on the outer header, i.e., the IP header, of an encapsulated GTP-U packet. It is fairly common that the transport networks off the N3/N9 reference points implement some advanced tunneling technologies, e.g., MPLS, SRv6. So, even if DSCP markings are effectively mapped from PSI values, some IP-in-IP tunnel mapping scheme needs to be considered if IP/UDP/GTP-U header is encapsulated in another tunneling technology. Otherwise, the objective to use DSCPs to differentiate the handling of XRM packets might get affected on the N3/N9 wire. For example, the Sol#13 states that “If the PCF has provided an End of Data Burst Marking Indication in a PCC rule, the SMF may include in the Transport Level Marking List a dedicated DSCP marking value for PDUs carrying an End of Data Burst (EDB) indication that is used by the RAN node for power optimization”. In this scenario, if an advanced IP-in-IP tunneling is provisioned on N3/N9 wires, then the dedicated DSPC marking might get lost when this type of PDUs reaches a RAN node.
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